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Overview of the X.25 Frame and Packet Level XE "X.25 Frame and Packet Level, Overview" 
Athena Access X.25 trunks are composed of two programs, the frame and packet level programs. 

After chassis boot‑up, the frame level XE "Frame Level"  program manages the link level and passes information frames to the packet level. 

The packet level XE "Packet Level"  program switches data packets between trunks. The packet level program also passes call requests to the X.25 routing program XE "Routing Package, X.25"  (or GP) to obtain a list of trunks to forward the call on.

This section includes an overview of the X.25 trunk operation and frame and packet level configuration items.

Frame and Packet Level States XE "Frame and Packet Level States" 
This section provides a brief description of how the frame level attempts to raise the link. 

The Frame Level States XE "Frame Level, State Types" 
Frame Level Inactive State XE "Frame Level Inactive State" 
Immediately following power‑up, installed frame levels are in the inactive state.

In this time, the frame level will inspect its configuration file. If the configuration file is not proper, the frame level will enter the halt state.

The frame level will then search for the X.25 packet level and will bind with it to build a complete X.25 trunk. If the packet level version is below the minimum allowable version for the frame level, the frame level will generate an alarm and enter the halt state. If the packet level version is below the minimum recommended version for the frame level, the frame level will only generate an alarm.

The frame level will then search for the Operating System and Network Management Package versions and halt, alarm or continue depending on whether the minimum and recommended version requirements have been met.

The frame level will inspect the physical port hardware. If the hardware is absent or not recognized, the frame level will enter the halt state.

The frame level will attempt to acquire resources such as buffers for data from the operating system. If the resources cannot be granted, the frame level will enter the halt state.

If the above steps complete successfully, the frame level will enter the standby state.

Frame Level Link Down State XE "Frame Level Link Down State" 
Upon entering this state, the frame level will cause the packet level to clear any active channels. Upon receiving notification from the packet level that it can proceed, it will attempt to raise the link.

The frame level will remain in this state until it is successful in raising the link, upon which it will enter the link up state.

Frame Level Link Up State XE "Frame Level Link Up State" 
The frame level will remain in this state until it actions a DISC frame, sees the link become inoperative, is halted, de‑assigned or receives a lower command from the packet level.

The packet level sends lower commands when it can no longer use the trunk for call purposes and wishes to release the trunk.

Frame Level Halt State XE "Frame Level Halt State" 
The system may enter the halt state may for various hardware, software and configuration reasons as well as by application of the Halt XE "Halt, Command"  command.

The Control Initialize XE "Initialize, Command"  command will cause the frame level to begin again from the inactive state.

The Packet Level States XE "Packet Level, State Types" 
Before the packet level can establish itself, the frame level must first raise the link. Immediately following power‑up, installed frame levels are in the inactive state and packet levels are in the packet level down state.

Eventually, the frame level will raise itself. At this point in time, the packet level can attempt to establish itself through trading restart packets with its peer. When the packet level successfully raises itself, it will proceed to the Packet Level Up state.

Should the frame level link fail or the frame level be commanded to lower, the packet level will begin releasing calls. The packet level will ignore any subsequent activity from the frame level until all channels are released.

Commands to restart the packet level, clear and reset a channel, assign and de‑assign protocols as well as halting and initializing the trunk all have impact on the packet level. 

Frame and Packet Level Configuration Parameter Overview XE "Frame and Packet Level Configuration Parameters, Summary" 
The following set of tables lists X.25 default configuration parameters. Each parameter includes the NMP parameter name, recommended setting and possible range.

X.25 Level 2 Standard Parameters XE "X.25 Level 2 Standard Parameters" 

Parameter Description
Default Value
Supported Values

Address
DTE
DTE, DCE

Modulo
8
8, 128

Window Size for Modulo 8
7
1 to 7 

Window Size for Modulo 128
127
1 to 127

T1 Timeout Timer
3000 mSec
50 to 60000 mSec

Idle Poll Timer
10 Seconds
off or 1 to 1800 Seconds

N2 Retries
9
2 to 255

Start‑up Frame
SABM
DISC or SABM

Lead Fail Timer
3 Seconds
off or 1 to 240 Seconds 

Clock Source
External
External, Internal

Baud Rate
64 Kbps
1200 bps to 2.0 Mbps

X.25 Level 2 Additional Parameters XE "X.25 Level 2 Additional Parameters" 

Parameter Description
Default Value
Supported Values

Trunk Priority
0
0 to 7

X.25 Level 3 Standard Parameters XE "X.25 Level 3 Standard Parameters" 

Parameter Description
Default Value
Supported Values

Interface Connection
Tail Trunk
Tail, Transit or Network Trunk

Interface Type
DTE
DTE or DCE

Modulo
8
8 or 128

Window Size
7
1 to 127

Packet Size
128 
16, 32, 64, 128, 256, 512, 1024, 2048, 4096

Throughput Class
13
3 to 13

Negotiation
All Enabled
Window Size Negotiation, Packet Size Negotiation and Throughput Class Negotiation. May be individually enabled.

Reverse Charging Acceptance
Enabled
Enabled or Disabled

Reverse Charging Permittance
Enabled
Enabled or Disabled

Local Charging Prevention
Disabled
Enabled or Disabled

Fast Select Acceptance
Disabled
Enabled or Disabled

Fast Select Permittance
Disabled
Enabled or Disabled

Hunt Type
Up
Up or Down

D‑bit Modification
Disabled
Enabled or Disabled

Piggy Backing
Enabled
Enabled or Disabled

PID Modification
Disabled
Enable or Disabled

X.25 Level 3 Timers XE "X.25 Level 3 Timers" 

Parameter Description
Default Value
Supported Values

Call Timer
30 Seconds
10 to 180 Seconds

Reset Timer
30 Seconds
10 to 180 Seconds

Restart Timer
30 Seconds
10 to 180 Seconds

X.25 Level 3 Retries XE "X.25 Level 3 Retries"  

Parameter Description
Default Value
Supported Values

Clear Retries
0
0 to 255 (0 means no limit)

Reset Retries
2
0 to 255 (0 means no limit)

X.25 Level 3 Channels XE "X.25 Level 3 Channels" 

Parameter Description
Default Value
Supported Values

SVC Channels
1 to 16 two way SVC Channels
Up to 16 independent ranges of channels configurable as one way outgoing SVC, two way SVC, one way incoming SVC and PVC with an aggregate of 4096 channels

PVC Channels
Empty Table
PVC routings

X.25 Level 3 Security Parameters XE "X.25 Level 3 Security Parameters" 

Parameter Description
Default Value
Supported Values

Parameter Description
Default Value
Supported Values

Incoming Substitution Address
Empty
X.25 Address

Outgoing Substitution Address
Empty
X.25 Address

Address Verification Table
1 entry with an address of *, direction = both
Up to 1000 X.25 Addresses, each address specifying verification in incoming calls, outgoing calls or calls in both directions.



Address Swap
Disabled
Enabled or Disabled

X.25 Level 3 Value Added Services XE "X.25 Level 3 Value Added Services" 

Parameter Description
Default Value
Supported Values

Parameter Description
Default Value
Supported Values

X.25 Alarm Parameters XE "X.25 Alarm Parameters" 

Parameter Description
Default Value
Supported Values

Parameter Description
Default Value
Supported Values

Alarm Priority Mask
0
0 to 7

Local Alarm Enable
Enabled
Off or On

Hardware Alarm
Enabled with priority 5
Off or On and priority 0 to 7

System Abnormality Alarm
Enabled with priority 3
Off or On and priority 0 to 7

Informational Alarm
Disabled


Link Up Alarm
Disabled
Off or On and priority 0 to 7

Link Down Alarm
Enabled with priority 3


Packet Level Link Up Alarm
Disabled
Off or On and priority 0 to 7

Packet Level Link Down Alarm
Disabled
Off or On and priority 0 to 7

Alarm Time Base
1200 Seconds
1 to 36000 Seconds

Latency Time Base
3600 Seconds
1 to 54000 Seconds

X.25 Frame Level XE "Frame Level" 
Overview of Features XE "X.25, Overview of Features" 
The X.25 Frame Level module implements the X.25 Data Link Control layer and manages characteristics of the physical link as well as lead control and testing. The X.25 Frame Level module supports the following features:

· CCITT 1988 LAPB protocol support.

· Frame sequence numbering modulo 8 or 128.

· Frame sizes supported to 4096 byte packets.

· Maximum port speed of 2.048 Mbps.

· Fully configurable timers and retries.

· Poll for presence.

· Clock presence and rate detection.

· Clock generation.

· Lead control and detection.

· Formation of network alarms based on frame excessions, link status changes and error conditions. All thresholds and alarm enables are user configurable.

· CCITT 1988 Net 2 conformance approval.

· Support for Annex G and X.25 over frame relay.

X.25 Command Menu XE "X.25 Command Menu" 
Enter this menu via the Config Command Menu by requesting to configure a trunk on which a frame level has been installed. From this menu, you have the options to enter a submenu to configure the frame level and packet level.

You can view and clear frame and packet level statistics from the Statistics menu. You can also configure the physical aspects of the trunk via the Physical menu or can revert to the previously saved configuration with the Reload command. The command available in this menu is:

· REload




The menus available from the Command Menu XE "Stats Command Menu"  are:

· FrameLevel
· PacketLevel
· PHysical
· STatistics

Frame Level Command Menu XE "Frame Level Command Menu" 
Enter the frame level command menu from the X.25 Frame Command Menu and contains the submenus and commands to configure the X.25 Level 2. The menu available from the X.25 Frame Command Menu XE "Stats Command Menu"  are:

· ALarms
· PArameters
· MOdem
· SEcurity

The Show command displays the current settings of all the parameters contained in the X.25 parameters, Alarm and Modem sections.

X.25 Parameters Command Menu XE "X.25 Parameters" 
The Frame Level Parameters Command Menu configures the X.25 Level 2 parameters. The commands available in this menu are:

· ADdress
· IdlePoll
· MOdulo
· N2Retries

· TrunkPriority
· TiTimeout
· WindowSize
· StartupFrame

Address XE "Frame Level Address, Configuring"  command

The Address XE "Frame Level Address, Configuring"  command determines the frame level address of the trunk. You can select DCE and DTE and ALT feature. DTE is the default. In order for the link to come up, you must set each end of the link to the opposite type. Use the ALT feature when you are unsure of what the other end is set for. The commands for link up procedure will use each type alternately. The NMP will prompt you to permit a link reset when changing the value.


[image: image1.wmf]!

 Caution: If both ends are set to ALT, the link may never come up due to both ends of the link using the same address simultaneously.


[image: image2.wmf] ALT is also not recommended when the other end of the link is known. This will increase the time required to initialize the link.

To set an address:

1.
Type ad and the type (DTE, DCE or ALT), then press [enter].
Modulo XE "Frame Level Modulo, Configuring"  Command

The Modulo XE "Frame Level Modulo, Configuring"  command determines the window size. The default modulo is eight. Modulo 128 allows a greater number of outstanding frames and is mainly for satellite links and any lines where long propagation delays are inherent. The ALT feature will switch between modulo 8 and modulo 128 alternately during the link up procedure. The other end of the link will only answer to one of them depending on which modulo is configured. Changing the value of the modulo prompts for a link reset.


[image: image3.wmf] We recommend that the ALT feature be used only when the other DTE’s value is unknown as it increases the time required to bring up the link.

To set the modulo value:

1.
Type mo and the value (8,128 or ALT), then press [enter].

Window Size XE "Window Size, Configuring"  command

The Windowsize XE "Window Size, Configuring"  command sets the number of outstanding unacknowledged frames allowed on the trunk at any one time. The value you select must be less than the modulo range. You would use a low value if the circuits are of poor quality to reduce the number of retransmissions due to errors. A higher value is for satellite links and those with a long propagation delay. Changes made are immediate and will not require a link reset. The default for modulo 8 is 7, and 127 for modulo 128.

To set the window size for modulo 8:

1.
Type ws and a value (2 to 7), then press [enter]. 

To set the window size for modulo 128:

1.
Type ws and a value (1 to 127), then press [enter]. 

To set the window size for ALT:

1.
Type ws value1 and value2, then press [enter].
 

Idle Poll XE "Idle Poll, Configuring"  command

The Idlepoll XE "Idle Poll, Configuring"  command specifies the allowable period of inactivity before the trunk sends a poll. This is to verify the link is still active. You can disable this by setting the parameter to zero. The default is 10 seconds. To set the allowable period of inactivity:

1.
Type ip and a value (0 to 1800), then press [enter].

N2 Retries XE "N2 Retry Counter, Configuring"  Command

The N2Retries XE "N2 Retry Counter, Configuring"  command is a counter that specifies the number of times the trunk will resend an unacknowledged command frame before reinitializing the link. The default is nine. To set the number of retries:

1.
Type nr and a value (2 to 255), then press [enter].

Startup Frame XE "Startup Frame, Configuring"  Command

The Startupframe XE "Startup Frame, Configuring"  command specifies the initial frame the trunk will send upon initialization. However, if modem or security is enabled, the Startup Frame will default to a SABM. To set the initial frame the trunk will send:

1.
Type sf and sabm or disc, then press [enter].

Trunk Priority XE "Trunk Priority, Configuring"  Command

The Trunkpriority XE "Trunk Priority, Configuring"  command selects the priority value given to X.25 calls from the trunk in traffic prioritization. The default is zero. To set the trunk priority:

1.
Type TP and a value (0 to 7), then press [enter].

T1 Timeout XE "T1 Timeout, Configuring"  Command

The T1timeout XE "T1 Timeout, Configuring"  command specifies the period of time in which the trunk expects a response to a sent command frame. A value of twice the maximum transmission time is ideal. The NMP will round down value you enter to the nearest multiple of 10 in mSec. The default is 3000. To set the expected response time:

1.
Type tt and a value (50 to 60000), then press [enter].

Modem Command Menu

From this menu you can configure the modem settings for your node.

Modem Type Command

The Modem Type command specifies the type of modem you have on the trunk. To specify the type:

1.
Type mt value (0=none, 1=answer only, 2=dial out only, 3= dial out and answer), then press [enter].

Frame Level Security Command Menu

Enable Command

The Enable command determines whether the X.32 XID and signature need to be present when setting up a call initiated by the remote end. The default is off.

1.
Type en value (on or off) [enter].

Signature Command

The SIgnature command is the optional Signature value of the frame level DTE. This is also transmitted to the remote frame level DCE when the DTE is originating the call. The Signature will only be transmitted if the frame level of the trunk is DTE. The remote DCE may or may not require the Signature value. The default is a null string.

1.
Type si value (1 to 24, 0 = disabled) [enter].

XID Command

The XId command is the identification value of the frame level DTE. This is transmitted to the remote frame level DCE when the DTE is the originator of the call. The XID will only be transmitted if the frame level of the trunk is DTE. The default is a null string.

1.
Type xi value (1 to 24, 0 = disabled) [enter].

Physical Command Menu XE "Physical Command Menu" 
The menus available from the Physical Command Menu XE "Stats Command Menu"  are:

· AddrSubst
· AddrVerify
· CHannels
· INterface

· TImers
· RetTries



Baud Rate Command XE "Baud Rate, Configuring" 
The Baudrate command XE "Baud Rate, Configuring"  sets the speed of the trunk (when the trunk is supplying the clock). Changes occur immediately. The default is 64K. To set the trunk speed:

1.
Type BR and the speed, then press [enter].

Note: The allowable values: 1200, 2400, 4800, 9600, 19.2K, 38.4K, 56K, 64K 76.8K,
128K, 254K, 381K, 762K, 1M, 1.23M, 1.454M, 1.778M, 2M.

Clock Source Command XE "Clock Source Command" 
The Clocksource command specifies how the trunk performs clocking XE "Clocking, How it is Performed" . Normally, at low speeds, the DCE passes both transmit and receive clocks to the DTE. The DTE XE "Data Terminal Equipment" \t "See DTE" 

 XE "DTE"  will use the transmit clock to encode its own data. The DCE XE "Data Communications Equipment" \t "See DCE" 

 XE "DCE"  will decode the data using the clock it provided. This mode of operation is shown below and you can select it by configuring the DCE to be internally and the DTE to be externally clocked. This type of clocking scheme has the advantage of requiring only two clocking signals in the cable since the XTC clock line is used at the DCE.




Figure 8.1 Normal Clocking

At higher baud rates XE "Baud Rate" , cable delays introduce a significant difference between the DCE transmit clock and its image at the DTE. You can solve this problem by causing the DCE to use the image of the clock passed back along the XTC clock line. Select this mode of operation by configuring the DTE and DCE to be externally clocked.




Figure 8.2 Looping the DCE Clock

Finally, you may wish to have the DTE generate its own clock using a baud rate equal to or different from the DCE. Select this mode of operation by configuring the DCE to be externally clocked and the DTE to be internally clocked.




Figure 8.3 Using a DTE Generated Clock

Note: The baud rate at which DCE external clocking is required depends upon interface type, cable impedance and length of run. Develcon recommends, however, that you use DCE external clocking at any speed above 64 Kbps.

Clock source XE "Clock Source, Configuring"  changes become active immediately. The default is internal for DCE, and external for DTE. To set the clock source:

1.
Type cs and internal or external, then press [enter].

Lead Fail XE "Lead Fail Timer, Configuring"  Command

The Leadfail XE "Lead Fail Timer, Configuring"  command enables or disables lead detection. If a clock signal or control lead is inactive for this length of time, then that signal is considered to have failed. The frame level will take the link down. The default is three seconds.

To set the length of time for the lead fail:

1.
Type lf and a value (0 to 240), then press [enter].

If the trunk is configured as a DTE, the lead fail timer will inspect for loss of either DSR or DCD (or its equivalents). If the trunk is configured as a DCE, the lead fail timer will inspect for loss of DTR (or its equivalent).

Alarms Command Menu XE "Alarms" 
The X.25 Frame Level Alarms Command Menu contains the necessary parameters to configure alarms. The commands available in this menu are:

· ENable
· HardWare
· MAsk
· SystemAbnormal

The menus available from the Command Menu XE "Stats Command Menu"  are:

· EVent
· THreshold



Event Alarms XE "Event Alarms" 
The commands available in this menu are:

· LinkDown
· LinkUp
· PlDown
· PlUp

The frame and packet levels provide the following event alarms.

Alarm
Command
Default

Frame Level Link Up 
lu
Disabled

Frame Level Link Down 
ld
Enabled (priority 3)

Packet Level Link Up Alarm
pu
Disabled

Packet Level Link Down Alarm
pd
Disabled

You set each alarm individually. Their priority can go from zero to seven. To set the alarms and their priority:

1.
Type ld on or off and 0 to 7, then press [enter].
2.
Type lu on or off and 0 to 7, then press [enter].
3.
Type pd on or off and 0 to 7, then press [enter].
4.
Type pu on or off and 0 to 7, then press [enter].

Hardware, System Abnormality and Information Alarms XE "Hardware Alarms" 

 XE "System Abnormality Alarms" 

 XE "Information Alarms" 
The frame level lets you individually enable these classes of alarms. The default priorities for hardware, system abnormality and information alarms are 5, 3 and “disabled” respectively.

Threshold Alarms

The commands available in this menu are:

· ADd
· BAse
· CLear
· DElete

· LAtency




The Threshold Menu List XE "Alarms List, Command"  command displays a list of conditions that can have alarms. An alarm occurs when more than the configurable threshold of events takes place in less than the configurable time base. You can enable a maximum of nine alarms at any time. These statistics are: 

· TX RR (Transmitted Receiver Ready), 

· RX RR (Received Receiver Ready), 

· TX RNR (Transmitted Receiver Not Ready), 

· RX RNR (Received Receiver Not Ready), 

· TX REJ (Transmitted Reject), 

· RX REJ (Received Reject), 

· TX DISC (Transmitted Disconnect), 

· RX DISC (Received Disconnect), 

· TX FRMR (Transmitted Frame Reject), 

· RX FRMR (Received Frame Reject), 

· TX CLK_FAIL (Transmit Clock Lead Fail) 

· RX CLK_FAIL (Receive Clock Lead Fail).

Add XE "Threshold Alarms, Adding"  Command

The Add XE "Threshold Alarms, Adding"  command adds a specified alarm to the Alarms Enable list. To add an alarm:

1.
Type ad.
2.
Type the item number (1 to 12 as they relate to the alarms list).

3.
Type the priority (1 to 7, the highest is 7.)

4.
Type the threshold (0 to 1000000, 0 causes an alarm on every occurrence)

5.
Press [enter].

Delete XE "Threshold Alarms, Deleting "  Command

The Delete XE "Threshold Alarms, Deleting "  command removes the specified alarm from the alarms enable list. To delete an alarm:

1.
Type de and a value (0 to 12 relating to items in the Alarms Enable list).

2.
Press [enter].

Base Timer Command XE "Base Timer Command" 
The Base XE "Threshold Alarm Timebase, Configuring"  timer determines the measurement period for all alarms set in the alarms enable list. The trunk will only generate an alarm if the number of occurrences exceed the threshold time set by this timer. The default is 1200. To set the base timer:

1.
Type BA and a value (1 to 36000 seconds), then press [enter].

Latency XE "Threshold Alarm Latency, Configuring"  Command

The Latency XE "Threshold Alarm Latency, Configuring"  command configures the minimum time between two raising alarms due to a repeating threshold excession. To disable the latency timer, set it lower than the base timer. The default is 3600. To set the minimum time between two alarms:

1.
Type la and a value (1 to 54000 seconds), then press [enter].

Clear Command XE "Clear Command" 
The Clear command clears any alarms that are “latched” to the latency timer. To clear an alarm

1.
Type cl, then press [enter].

Temporarily Disabling Alarms

Enable XE "Alarms, Enabling "  command

The Enable XE "Alarms, Enabling "  command disables all alarms. It does not remove selected alarms from the Alarms Enable list. The default for this is on. To set the enable command.

1.
Type en and on or off, then press [enter].

 Mask XE "Alarms, Masking "  command

The Mask XE "Alarms, Masking "  command determines the minimum priority level XE "Alarms, Priority Level"  of alarms reported. If the priority mask of any given alarm selected from the alarms enable list is lower than the mask, the trunk will not generate an alarm. This will not remove any alarm from the alarms enable list. the default is zero. To set the minimum priority:

1.
Type ma and a value (0 to 7), then press [enter].

X.25 over Frame Relay (XF) XE "X.25 over Frame Relay (XF)" 
XF lets the Athena Access transmit X.25 based protocols to the frame relay network. When you install it, there is no menu entry created in the configuration menu since the XF module does not have its own sub-NMP. The Athena Access XF is designed to transmit data with equal priority. This means the X.25 priority does not affect the prioritization of data traffic while using XF.

Note: For information on configuring this feature refer to Chapter 6.

Frame Relay Annex G XE "Frame Relay Annex G" 
Annex G supports encapsulation of CCITT X.25/X.75 over frame relay. It lets you route X.25 calls to a virtual Annex G port on the Athena Access. Annex G is a point to point connection unlike XF which is a multi-point connection. When setting up Annex G configuration on a network, the Annex G port can only communicate to one Annex G port. 

Note: For information on configuring this feature refer to Chapter 6.

X.25 over ISDN XE "X.25 over ISDN" 
When you have an ISDN interface installed, you can assign the FL binary to trunk 22 or trunk 23 for the ISDN B channel and assign the BRI binary to trunk 21 for the ISDN D channel. 

From the Root Command Menu:

1.
Type co tr 22 fl tt [enter].

2.
Type co type (0=normal, 1=ISDN answer only, 2=ISDN dial out only, 3=ISDN dial out and answer).

3.
Press [enter].

In order to make a proper ISDN connection, set one side to dial out only and set the remote side to answer only.

Once you configure the FL parameters, you need to configure ISDN trunk 21. The minimum software required for this is bri101a.bin. You must also install the BRI binary. 

The Directory Number command lets you configure the ISDN number assigned to the trunk. To set the directory number:

1.
Type co tr 21 pa tr 22 or 23 [enter].

2.
Type dn and a directory number [enter].

If you configure trunk 22 for dial out, then configure the dial number with the following:

1.
Type co tr 21 pa og dn and a directory number [enter].

X.25 Packet Level XE "Packet Level" 
Overview of Features

The X.25 Packet Level module, which manages SVC XE "SVC" \t "See Switched Virtual Circuit" 

 XE "Switched Virtual Circuit"  and PVC XE "Permanent Virtual Circuit"  communications, implements the packet level layer of the CCITT X.25/X.75 Recommendation. The module supports the following features:

· up to 8,192 channels supported as SVCs and PVCs on each CPU Module,

· Fast Select supported,

· up to 65,536 channels per chassis,

· packet window size of modulo 8 or 128,

· packet sizes to 4,096 bytes,

· flow control and packet size negotiation (32 to 4,096 bytes),

· support for CCITT 1976 Networks (pre‑negotiation),

· packet level flow control and reject support,

· D‑bit recognition and modification,

· Q‑ and M‑bits passed transparently,

· calling address verification and substitution,

· call deflection and redirection,

· alarm generation,

· CCITT 1988 Net 2 conformance approval.

Only one X.25 Packet Level module is installed on a CPU module as the packet level manages all installed X.25 trunks on the CPU module. Only one version of the module can be in use throughout the chassis.

Packet Level Command Menu

The menus available from the Command Menu XE "Stats Command Menu"  are:

· AddrSubst
· AddrVerify
· CHannels
· ReTries

· TImers
· INterface



The X.25 Packet Level Command Menu contains the submenus and commands to configure the X.25 Level 3 and is accessible from the Packet Level command in the X.25 Command Menu.

The main features are in the Interface and Channels menus, with the Timers and Retries menus having secondary importance. The Address Substitution, Address Verification and Queue Priority menus offer additional configuration abilities.
Interface Command Menu

The commands available in this menu are:

· AddressSwap
· COnnection
· DbitMode
· FastselAccept

· FastselPermit
· HUnt
· LCharging
· MOdulo

· NEgotiate
· PacketSize
· PiDmodify
· PiggyBacking

· RCacceptance
· RcPermittance
· ThroughPut
· TYpe

· WindowSize




The Interface Command Menu contains the majority of commands to configure X.25 Level 3. The main areas of configuration involve trunk type, negotiation, X.25 features.

Trunk Type Parameters XE "Trunk Type Parameters" 
The Connection and Type parameters control the gross behavior of the trunk.

Connection XE "Trunk Connection, Configuring"  Command

The Connection XE "Trunk Connection, Configuring"  command defines how you will use the trunk. To set the connection:

1.
Type co and tail or network, then press [enter].

The following is a description of the allowable values and what type of equipment is connected to each type:

· Network Trunks XE "Network Trunk"  are configured within the Athena Access network backbone for high efficiency switching.

· Tail Trunks XE "Tail Trunk"  are configured on switches at the edge of the Athena Access public/private network. Tail trunks supply cause and diagnostic codes. For this reason you may use them on Athena Access PADs (that themselves concentrate other X.25 devices) to forward facility codes from the network.

· Transit Trunks XE "Transit Trunk"  are configured when Access is used as a PAD to communicate with a public network. You can also use them when a private network is distributed and needs to rely upon a public or third party network to gather traffic from remote locations.

Note: When you specify a transit trunk, you must also specify the number of the PSDN to which it is connected. In this case the command syntax becomes :
co transit PSDN# (where PSDN# = 1 to 3).

Type Command XE "Type Command" 
The Type XE "Trunk Type, Configuring"  command specifies the role of the packet level. When a call collision occurs, The trunk will discard the call request to the Athena Access if you configure the type as DTE. The trunk will process the call request to the Athena Access will be processed and clear the call sent to the trunk when the type is set to DCE. To set the parameter:

Type ty and dce or dte, then press [enter].

Hunt XE "Channel Hunting, Command"  Command

The Hunt XE "Channel Hunting, Command"  command determines the method of selecting the next available logical channel. An incoming call will search the range from the bottom when hunting up and take the first available channel. When hunting down, an incoming call will search from the top of the range and work down until the first available channel is available. To set the method of channel selection:

1.
Type hu and up or down, then press [enter].

Negotiation Parameters  XE "Negotiation" 
Athena Access is extremely full featured in its support of negotiable facilities XE "Negotiable Facilities"  between the source and destination DTE.

You can configure Athena Access to allow DTEs XE "DTE"  to negotiate end to end. Alternatively, Athena Access can negotiate locally with the DTE and split and recombine packets as appropriate for conditions at the remote DTE.

Athena Access can split large packets into smaller packets on network trunks in order to support traffic queue prioritization.

Finally, Athena Access supports older devices which cannot accept any negotiation.

Disabling and Suppressing Negotiation XE "Disabling and Suppressing Negotiation" 
Negotiate XE "Negotiate, Configuring"  command

The Negotiate XE "Negotiate, Configuring"  command determines whether negotiation parameters will be in the call setup. This command does not affect the behavior of network trunks since these trunks are not responsible for call setup. If you enable negotiation, then facility values for packet size, window size and throughput class will be in the call setup packet. The default is enabled.

You can set specific facilities by entering options in the command. Allowable options are:

· Window size (ws),

· Packet size (ps),

· Throughput class (tp). 

To include specific options in the call setup:

1.
Type ne.

2.
Type any options (ws, ps, or tp).

3.
Type enable, then press [enter].

To include all the options in the call setup:

1.
Type ne enable, then press [enter].
To not include any options in the call setup:

1.
Type ne disable, then press [enter].

Window Size XE "Window Size, Configuring"  Command

The Windowsize XE "Window Size, Configuring"  command sets the number of outstanding unacknowledged packets allowed on the trunk at any one time. The value you set here must be less than the modulo range. The default is seven. To set the number of outstanding unacknowledged packets allowed:

1.
Type ws and a value (1 to 7 for modulo 8, or 1 to 127 for modulo128).

2.
Press [enter].

Packet Size XE "Packet Size, Configuring"  Command

The Packetsize XE "Packet Size, Configuring"  command determines the maximum number of bytes that will make up a packet. The allowable values are: 16, 32, 64, 128, 256, 512, 1024, 2048 or 4096. The default is 128. To set the packet size:

1.
Type ps and a value, then press [enter].

Through Put XE "Throughput Class, Configuring"  Command

The Throughput XE "Throughput Class, Configuring"  command specifies the speed or throughput class included in the facilities portion of the call setup packet when negotiation is enabled. The default is 13. The X.25 recommendation defines the throughput class values as follows: 3 : 75 bps, 4 : 150 bps, 5 : 300 bps, 6 : 600 bps, 7 : 1200 bps, 8 : 2400 bps, 9 : 4800 bps, 10 : 9600 bps, 11 : 19200 bps, 12 : 48000 bps and 13 : 64000 bps. To set the speed and throughput:

1.
Type tp and a value (3 to 13), then press [enter].

Performance Parameters XE "Performance Parameters" 
Modulo XE "Modulo Type, Configuring"  command

The Modulo XE "Modulo Type, Configuring"  command determines the upper limit of window size. The default is 8. To set the upper limit:

1.
Type mo and 8 or 128, then press [enter].

Piggy Backing XE "Piggybacking of Data Packets, Configuring"  Command

The Piggybacking XE "Piggybacking of Data Packets, Configuring"  command specifies whether to piggyback packet level acknowledgements on the next outgoing I‑Frame or to send a packet receive ready. If you enable piggybacking, the trunk will piggyback an acknowledgment on the next outgoing data packet and will be issued as a receive ready only if the packet window is about to be closed. If you disable piggybacking, the trunk will piggyback the acknowledgment on the next data packet if one is present, otherwise a receive ready will be immediately issued. The default is enabled. To set piggybacking:

1.
Type pb enable, then press [enter].

X.25 Subscription Parameters XE "X.25 Subscription Parameters" 
Reverse Charging Acceptance XE "Reverse Charging Acceptance, Configuring"  Command

The Rcacceptance XE "Reverse Charging Acceptance, Configuring"  command enables or disables the ability to have a network call reverse charged to the DTE.

When you disable acceptance, the DTE XE "DTE"  may make normal or reverse charging XE "Reverse Charging"  calls, but it may not receive reverse charging calls. The default is enabled. To set the reverse charge option:

1.
Type rc and enable or disable, then press [enter].

Local Charging Command XE "Local Charging Command" 
The Lcharging XE "Local Charging Prevention, Configuring"  command enables or disables local charging prevention for the DTE. Local charging prevention applies to both incoming and outgoing calls to ensure that the DTE will not be charged for the calls. The default is disabled.

If you enable local charging prevention, calls placed by the DTE to the network will be examined for the reverse charging facility, and the reverse charging facility will be inserted if it is not already present. Calls from the network to the DTE will not be forwarded to the DTE if reverse charging is requested. If you disable local charging prevention, the DTE will be billed if it places calls without requesting reverse charging or accepts calls that have reverse charging requested. To set local charging:

1.
Type lc and disable or enable, then press [enter].

Reverse Charging Permittance Command XE "Reverse Charging Permittance, Configuring" 
The Rcpermittance XE "Reverse Charging Permittance, Configuring"  command configures the network to refuse or accept reverse charging calls from the DTE. If you do not enable permittance, all reverse charging calls from the DTE will be locally cleared by the network. The default is enabled. To toggle the reverse charge permittance:

1.
Type rp and disable or enable, then press [enter].

Configuration of these reverse charging related parameters leads to the possibilities shown in the following table. 

Reverse Charging Permittance
Local Charging Prevention
Reverse Charging Acceptance
Comment

off
off
off
Reverse charging calls cannot be placed to/by the DTE. 

Billing will occur when the DTE places regular calls.

off
off
on
Reverse charging calls cannot be placed by the DTE but can be placed to the DTE. Billing will occur when the DTE places regular calls and accepts reverse charging calls.

off
on
off
Reverse charging calls cannot be placed to/by the DTE. Calls from the DTE will be altered to request reverse charging before

off
on
on
Entering the network. Billing cannot occur.



on
off
off
Reverse charging calls can be placed by the DTE but not to it. Billing will occur when the DTE places regular calls.

on
off
on
Reverse charging calls can be placed to/by the DTE. Billing will occur when the DTE places regular calls and accepts reverse charging calls.

on
on
off
Reverse charging calls can be placed by the DTE, and regular calls from the DTE will be altered to request reverse charging

on
on
on
Before entering the network. The network will not forward reverse charging calls to the DTE. Billing cannot occur.

Fast Select Accept XE "Fast Select Acceptance, Configuring"  Command

The Fastselaccept XE "Fast Select Acceptance, Configuring"  command configures the network to allow or disallow forwarding of fast select calls to the DTE. The default is disabled.

If you enable fast select acceptance, the node is allowed to forward a call connect or clear indication packet with up to 128 octets of user data. To set the forwarding of fast select calls to the DTE:

1.
Type fa and disable or enable, then press [enter].

Fast Select Permit XE "Fast Select Permittance, Configuring"  Command

The Fastselpermit XE "Fast Select Permittance, Configuring"  command configures the node to allow or disallow fast select calls from the DTE. If permittance is disabled, the network will clear all fast select calls from the DTE locally. The default is disabled. To set the parameter for fast select calls:

1.
Type fp and disable or enable, then press [enter].

D‑bit Mod XE "D-bit Modification, Configuring"  Command

The Dbitmod XE "D-bit Modification, Configuring"  command enables D‑bit modification for the trunk. D‑bit modification causes the D‑bit to be set as packets are received from the trunk and forwarded to the network. The NMP will clear the D‑bit in packets received from the network before issuing to the trunk. This parameter supports older equipment that relies on end to end acknowledgement of data packets. The default is disabled. To set D‑bit modification:

1.
Type dm and disable or enable, then press [enter].

Parameters for Other Services XE "Parameters for Other Services" 
Address Swap XE "Address Swapping, Configuring"  Command

The Addressswap XE "Address Swapping, Configuring"  command enables or disables swapping the called and calling addresses of call requests arriving at the node and being forwarded from the node. The default is disabled. To set address swapping:

1.
Type AS and disable or enable, then press [enter].

PID Modify Command XE "PID Modify Command"  

The Pidmodify command enables or disables the PID modification of all outgoing calls to 00 00 00 00. This is for old IBM equipment that does not support PID other than 00 00 00 00. The default is disabled. To set PID modification:

1.
Type pd and disable or enable, then press [enter].

Channels Command Menu

The commands available in this menu are:

· ADd
· DElete



The menu available from the Command Menu XE "Stats Command Menu"  is:

· PVcconfig




 XE "Channels Command Menu" 
The X.25 Packet Level Channels Command Menu contains the parameters necessary to configure the logical channels XE "Logical Channels"  that are attached to a specific trunk.

From the CCITT X.25 recommendation, an incoming call is a call sent from a DCE (network) to a DTE, and an outgoing call is a call sent from a DTE to a DCE (network). Since Athena Access can be a PAD (DTE) or a network (DCE), avoid confusion when making channel configuration. One way incoming channels allow call requests to Athena Access and one way outgoing channels allow call requests from Athena Access.

Add XE "Channels, Adding"  Command

The Add XE "Channels, Adding"  command adds a specified logical channel range to the channel group. Enter a start and end channel with the start channel smaller or equal to the end channel. If the start channel equals the end channel, then the channel range consists of one channel. Specify the type of channel range. Allowable channel types XE "Channels, Types"  are:

· Only incoming calls allowed (in),

· Only outgoing calls allowed (out),

· Both incoming and outgoing calls allowed (two),

· Only PVC channels allowed (pvc).

To add a channel:

1.
Type ad.

2.
Type value1 (0 to 4095) value2 (0 to 4095).

3.
Type in, out, two or pvc, then press [enter].

Note: When specifying a channel range that encompasses an existing channel range, the ranges will simply be combined together.

Delete XE "Channels, Deleting "  Command

The Delete XE "Channels, Deleting "  command removes a specified range of logical channels presently assigned. To delete a specified range of channels:

1.
Type de.

2.
Type value1 (0 to 4095) value2 (0 to 4095).

Note: Value2 is an optional parameter, and if omitted, will cause only one channel to be deleted.

3.
Press [enter].

Note: When deleting a channel range, you may be prompted with a warning message that indicates the channels are active. You may continue to delete the channels (which will cause them to be immediately cleared) or may cancel the delete operation.

PVC XE "PVC" \t "See Permanent Virtual Circuit" 

 XE "Permanent Virtual Circuit"  Configuration

The PVC Config Command Menu lets you add, edit or delete PVCs in the PVC table. 

Edit XE "Permanent Virtual Circuit, Adding or Editing"  Command

The Edit XE "Permanent Virtual Circuit, Adding or Editing"  command will add a PVC to the table or edit a PVC in the table.

When configuring a PVC, you must always give the PVC’s source and destination logical channel numbers along with the packet size and window size to be used.

It is possible to specify the actual destination of the PVC in two different ways. Either the destination X.25 address can be given or the destination region ID XE "Region ID" , node ID XE "Node ID"  and trunk number can be given. Because there are two different ways to configure a PVC, the Edit command has two different syntactical forms. The variables in the command are:

· srcLCN: the source logical channel number from 0 to 4095,

· destLCN: the destination logical channel number from 0 to 4095,

· packet size: the packet size of the PVC (any valid X.25 packet size),

· window size: the window size of the PVC (any valid X.25 window size),

· region ID: the region ID of the PVC’s destination node from 1 to 199,

· node ID: the node ID of the PVC’s destination node 1 to 199,

· trunk destination: the trunk in the PVC’s destination node from 
1 to 64,

· throughput class: the throughput class of the PVC (any valid X.25 throughput class).

To edit a PVC using region and node ID:

1.
Type ed srcLCN ri region ID ni node ID tr trunk lc destLCN
 ps packet size ws window size th throughput class ac option.
2.
Press [enter].
 To edit a PVC using the X.25 address:

1.
Type ed srcLCN ad address lc destLCN ps packet size ws window size th throughput class ac option.

2.
Press [enter].
Note: Use the first form in all cases except when configuring a PVC that has its source and destination trunks within the same node. In this case the region ID, node ID and trunk number are not required because the PVC call does not have to travel to a different node.

When you edit a PVC channel, you are able to modify the window size and throughput class without restarting the PVC channel. These changes take effect the next time you restart the channel. When you change any other parameters, you will be prompted with a warning message after which the PVC channel will restart.
Delete C XE "Permanent Virtual Circuit, Deleting" ommand

The Delete  XE "Permanent Virtual Circuit, Deleting" command lets you remove a PVC channel range. To delete a PVC channel range:

1.
Type de.

2.
Type value1 (0 to 4095) value2 (0 to 4095).

Note: Value2 is an optional parameter, and if omitted, will cause only one channel to be deleted.

3.
Press [enter].

Note: When deleting PVC channels, you are prompted for confirmation. Authorizing deletion will cause active PVCs to be immediately taken down.

Timers Command Menu XE "Timers Command Menu" 
The X.25 Packet Level Timers Command Menu contains the necessary parameters to configure various timers. The commands available in this menu are:

· CAlltimer
· CLeartimer
· ResetTimer
· REstarttimer

Call Timer XE "Call Timer, Configuring"  Command

The Calltimer XE "Call Timer, Configuring"  command specifies the time that the trunk will wait before clearing a call attempt. To set the call timer:

1.
Type ca and a value (10 to 180 seconds), then press [enter]. 

Reset Timer XE "Reset Timer, Configuring"  Command

The Resettimer XE "Reset Timer, Configuring"  command specifies the waiting time before re‑issuing an unacknowledged reset request. To set the reset timer:

1.
Type rt and a value (10 to 180) seconds, then press [enter].

Restart Timer XE "Restart Timer, Configuring"  Command

The Restarttimer XE "Restart Timer, Configuring"  command specifies the time between restart attempts. To set the timer: 

1.
Type re and a value (10 to 180 seconds), then press [enter].

Calling Address Substitution Command Menu XE "Calling Address Substitution" 
Athena Access can perform calling address substitution for calls entering and exiting the trunk. In calling address substitution the call request’s calling address field is substituted with a configured value. One incoming substitution and one outgoing substitution may be specified for each trunk.

Incoming Command XE "Incoming Command" 
To specify address substitution for calls entering the network, use the Incoming XE "Address Substitution, Incoming Calls"  command. The default is off.

The substitution address can be any valid X.25 address and can be up to 17 digits in length. You can use the wildcard (*) and don’t care (?) characters, in which case, part of the original calling address is retained. To set the parameter:

1.
Type in and the substitution address or off, then press [enter].

Outgoing Command XE "Outgoing Command" 
To specify address substitution for calls exiting the network, the Outgoing XE "Address Substitution, Outgoing Calls"  command should be used. The default is off. To set the parameter:

1.
Type ou and the substitution address or off, then press [enter].

Calling Address Verification Command Menu XE "Calling Address Verification" 
Athena Access can verify calls by their calling address on a trunk basis. Calling address verification prevents certain calls from entering or exiting the network.

Calling address verification is done through use of a table. The table contains all calling addresses that are allowed to enter or exit the network. Up to 1000 addresses can be verified. An entry in the table consists of the allowed calling address and its permitted direction.

Insert XE "Calling Address Verification Table Entry, Inserting"  Command

To insert an entry into the table, use the Insert XE "Calling Address Verification Table Entry, Inserting"  command. The default address is a wildcard and the default direction is both directions.

The verification address is any valid X.25 address and can be up to 17 digits in length. Calling address groups can be specified by use of the wildcard (*) and don’t care (?) characters. The direction is the allowed direction of the calling address and can be either, in, out or both. To insert an entry:

1.
Type in ad the verification address di the direction.
2.
Press [enter].

Edit XE "Calling Address Verification Table Entry, Editing"  Command

To alter an entry in the table, use the Edit XE "Calling Address Verification Table Entry, Editing"  command. You can alter either the calling address or permitted direction.

The entry number parameter is the number of the entry that you are editing. The verification and direction parameters have the same allowable values as for the Insert command. To edit an entry based on its address:

1.
Type ed the entry number ad and the address.

2.
Press [enter].

To edit an entry based on its direction:

1.
Type ed the entry number di and the direction.

2.
Press [enter].

Delete XE "Calling Address Verification Table Entry, Deleting"  Command

You can remove an entry or group of entries from the table by using the Delete XE "Calling Address Verification Table Entry, Deleting"  command. To remove an entry or group of entries:

1.
Type de and the entry number.

2.
Type a second entry number to establish a range, if you want to delete more than one entry.

3.
Press [enter].

Show Command

Display the table with the Show command.

If you use the command without parameters, the NMP displays entries from the start of the table. If you use one parameter, the NMP displays entries from the given entry number. If you use two parameters, the NMP displays entries within that range. To display the table:

1.
Type sh.

2.
Type a starting entry number, if you want to start at a specific entry.

3.
Type an ending entry number, if you want to show a range.

4.
Press [enter].

Note: The default address verification table contains the entry with the verification address set to wildcard (*) and the direction set to both ways. This allows all calls pass in and out of the trunk. If you add an entry, the remove the default entry from the table. If you delete all verification entries, restore this default.

X.25 Routing Tables XE "Routing Table, X.25" 
Overview of Features

This section describes the four routing tables, how to use them and what information each contains. It also describes how to change calling addresses to aid call routing.

Access to the X25 Routing Command Menu is through the configuration menu. The menus available in this menu are:

· AStable
· DteTable
· NodeTable
· TrunkTable

· PArameters




The DTE Table XE "DTE Table" 
The DTE table maps X.25 addresses to their destination trunk(s). The call supplying the X.25 address may originate from another PAD or trunk on the same node or from another node (or even region) by nodal routing (see the Node and Trunk Table sub‑sections).

Creating and Editing Routings XE "Creating and Editing Routings" 
Each entry in the DTE table consists of an X.25 address and up to six alternate trunks (with a conversion address and called/calling address swap for each alternate). It is also possible to route calls to their destination trunk by user data.

With alternate routing, swapping or address conversions, it is uncommon to have more than one or two enabled for a particular routing.

Insert XE "DTE Table Entry, Inserting"  Command

To insert an entry into the DTE table, use the Insert XE "DTE Table Entry, Inserting"  command. The parameters available for the insert command are:

· address (ad) is a 17 character X.25 address including don’t care (?) and wildcard (*).

· tr trunk# is from 0 to 64. When you use this form, you can specify a called/calling address swap and/or address conversion. The converted address can be derived from the original address by a variety of means including don’t care (?) and wildcard (*).

· description can be one of NMP (to route a call to the Network Management Package), TERM (to route a call to the terminal port), RWI (to route a call to the Router WAN interface) and XF (to route a call to a Frame Relay network).

· user_data (ud) is any alpha numeric user data string of up to nine characters, including don’t care (?) and wildcard (*).

To insert an entry using address and trunk number:

1.
Type in ad address tr trunk# sw cv newaddress.

2.
Press [enter].

To insert an entry using address and description:

1.

Type in ad address description.

2.
Press [enter].

To insert an entry with user data and trunk number:

1.
Type in ud user data tr trunk number.

2.
Press [enter].

To insert an entry with user data and description:

1.
Type in ud user data description.

2.
Press [enter].

Table Appearance XE "Table Appearance" 
The NMP automatically sorts addresses and user data entries into the appropriate table in ascending order.

Each routing can have up to six alternate routing trunks for local and destination hunting. 

A special form of alternate routing, alternate routing among nodal destinations will occur when a call is routes onto trunk 0 and address conversion (described below) is supplied by the trunk. The resulting converted addresses are then nodally routed. This feature is useful when calls are to hunt to various nodally specified destinations. 

Example: An entry that first routes a call to 8806 to trunk 1. If this call fails, the entry could direct the call to be nodally routed at the same address and if unsuccessful a second time, to nodal address 8807.

Each routing can have an address conversion XE "Address Conversion"  associated with each of the alternate routing trunks. Address conversions consist of the digits 0 to 9 plus the wildcard (*), don’t care (?), insert and delete characters. To insert digits into the address conversion, place square brackets around the digits you are inserting. For each digit you are deleting from an address, enclose a hyphen character in square brackets in the position the deletion is to occur. 

Example: To convert address 98888777701 to address 88887777, the address conversion required would be [-]88887777[-][-]. 

If you specify an address conversion, the system will insert it after the trunk it is applied to. 

Example: Type in ad 1234 tr 23 cv 9876 tr 3 cv 9999 tr 6 to convert the called address to 9876 if the call is routed via trunk 23 and 9999 if the call is routed via trunk 3. If the call is routed via trunk 6, then the called address will remain as 1234.

Each routing can have an address swapping associated with each of the alternate routing trunks (this feature is most used in private networks to transport a private network address over a PSDN). In address swapping XE "Address Swapping"  the NMP will swap called addresses with the user data. The swap can only take place if the user data is entirely numerical. To specify address swapping for a particular trunk, insert sw after the trunk that it is applied to. 

Example: Type in ad 1234 tr 3 sw.

It is possible to specify an address conversion and address swapping for the same trunk.

Edit XE "DTE Table Entry, Editing"  Command

The Edit XE "DTE Table Entry, Editing"  command lets you edit the parameters of established routings. To edit an established routing:

1.
Type ed, then press [enter].

Delete  XE "DTE Table Entry, Deleting" Command

You can delete an entry or group of entries with the Delete  XE "DTE Table Entry, Deleting" command. To delete an entry or group of entries:

1.
Type de and a value.
2.
Type a second value if you want to delete a range of entries.

3.
Press [enter].

Show Command

View the contents of the DTE table using the Show command. This command lets you view one or a range of entries. To view the table:

1.
Type sh.

2.
Type a value if you want to view a single entry.

2.
Type a second value if you want to display a range of entries.

3.
Press [enter].

Creating and Editing Whole Ranges of Routings XE "Creating and Editing Whole Ranges of Routings" 
Auto‑number XE "DTE Table, Autonumbering"  Command

The Autonumber XE "DTE Table, Autonumbering"  command lets you automatically create ranges of network addresses assigned to a range of trunks. It is also possible to configure a range of address conversions. The parameters you can use are:

· varaddress: an X.121 address with an embedded (start to end) range.

· vartrunk: a (start to end) range.

The range describes two 1 to 3 digit numbers which arranged in ascending order. The system adjusts start numbers automatically to have the same number of digits as the end. To create a range of network addresses:

1.
Type au ad varaddress tr vartrunk cv varaddress.

2.
Press [enter].
Additions to the table will stop when either of the ranges is exhausted.

If any member of the range of addresses cannot be added (e.g. an address collision or space problem), no entries will be made.

Command
Routings (address … to trunk…)

au ad (1 to 64) tr (1 to 3)
1 to > 1, 2 to > 2, 3 to > 3

au ad (1 to 64) tr (1 to 64)
1 to > 1, 2 to > 2, 3 to > 3,.... 64 to > 64

au ad (01 to 64) tr (1 to 64)
01 to > 1,02 to > 2, 03 to > 3,.... 64 to > 64

au ad (10 to 15) tr (1 to 5)
10 to > 1, 11 to > 2, 12 to > 3, 13 to > 4, 14 to > 5

au ad 199(01 to 64)33 tr (1 to 64)
1990133 to > 1, 1990233 to > 2, 1990333 to > 3,... 1996433 to > 64

au ad 00(161 to 175)22 tr (10 to 64)
0016122 to > 10, 0016222 to > 11, 0016322 to > 12,... 0017522 to > 24

au ad 20(1 to 8) tr (1 to 8) cv 30(1 to 8)
201 to > 1 cv 301, 202 to > 2 cv 202,..... 208 to > 8 cv 308

Edit Search XE "DTE Table, Edit Searching"  Command

The Editsearch XE "DTE Table, Edit Searching"  command lets you automatically find and change address patterns throughout the entire routing table. This is convenient when a number of routings need modification in a similar manner.

The NMP inspects all routing strings, including address conversions, for findstring and if found, modifies them with replacestring. The NMP will stop to query you for permission to modify each routing. The findstring and replacestring are X.121 addresses or fragments of addresses.

Conflicts occur when the Editsearch command modifies a routing to be equal to another routing and when a modified routing exceeds 17 digits.

If you include nopause in the command, the NMP will proceed without prompting until it discovers a conflict or the search is complete. If it discovers a conflict, the routing table will remain unedited. 

To automatically find and change address patterns:

1.
Type es findstring and replacestring.

2.
Type nopause if you wish for the NMP to proceed without prompting.

3.
Press [enter].
Command
Old Routing Converts to New Routing

es 00 04
e.g. 0001050122 to 0401050122, 0001050222 to 0401050222

es 1234 2
e.g. 123456 to > 256

es 425 416425
e.g. 4257800 to > 4164257800

The Node Table XE "Node Table" 
The node table maps X.25 addresses into their destination region XE "Region ID"  and node IDs XE "Node ID" . XE "Command Menu, Config X.25 Routing Node Table" 
Insert XE "Node Table Entry, Inserting"  Command

To add an entry to the node table, use the Insert XE "Node Table Entry, Inserting"  command.

Allowable parameters are:

· address is the call’s destination address, 

· value1 is the call’s destination region ID, 

· value2 is the call’s destination node ID.

A valid X.25 address can be up to 17 digits in length and can include the don’t care (?) and wildcard (*) characters. These represent an unspecified digit or a string of unspecified digits respectively. The entry is automatically sorted into the table in numerical order. A region or node ID can be any value between 1 to 199 inclusive.

To add an entry:

1.
Type in ad address ri and value1 ni and value2, then press [enter].

Delete XE "Node Table Entry, Deleting"  Command

The Delete command lets you delete an entry or group of entries from the table. To delete an entry or range of entries:

1.
Type de and value1.

2.
Type value2 if you want to delete a range, then press [enter].
Show Command

The Show command displays some or all of the entries in the table. To view the table:

1.
Type sh.

2.
Type value1 if you want to view a single entry.

2.
Type value2 if you want to display a range of entries.

3.
Press [enter].

The Trunk Table XE "Trunk Table" 
For a given destination region or node ID, the trunk table will accept up to six alternate trunks that can route the call across the network.

Insert XE "Trunk Table Entry, Inserting"  Command

The Insert XE "Trunk Table Entry, Inserting"  command inserts entries into the trunk table.

Allowable parameters:

· value is the destination node or destination region.

· item can be either tr trunk# or one occurrence of XF or RWI. 
E.g., in ni 10 tr 1 tr 2 xf.

This configures the best route trunks to get to a given node within the current region or to a given remote region, and may include X.25 over frame relay (via the XF) as a transport. You can specify up to six trunks/routes. Enter XF only once. To insert entries based on the nodal ID:

1.
Type in ni and value followed by item.

2.
Type up to five additional items.

3.
Press [enter].
To insert entries based on the regional ID replace ni with ri in the steps above.

Edit XE "Trunk Table Entry, Editing"  Command

You can alter entries can using the Edit XE "Trunk Table Entry, Editing"  command. The Edit command uses the same variables as the insert command. To edit an entry:

1.
Type ed ni and value followed by item.

2.
Type up to five additional items.

3.
Press [enter].
To edit entries based on the regional ID replace ni with ri in the steps above.

Delete XE "Trunk Table Entry, Deleting"  Command

An entry in the trunk table can be removed by using the Delete XE "Trunk Table Entry, Deleting"  command. In the Delete command value is the region or node ID to be deleted from the table. To delete an entry or a range of entries:

1.
Type de ni and value, then
press [enter].
To delete entries based on the regional ID replace ni with ri in the steps above.

Show Command

The Show command will display a range of either region ID or node ID entries from the trunk table on screen. The allowable parameters are:

· value1 is the starting entry number of the group to be viewed 

· value2 is the end entry number of the group to be viewed. 

Example: To view entry numbers 3 to 19 the type sh ni 3 19.

If you omit value2, then entries will display from the starting entry number. If you omit both parameters, entries will display from the start of the table. To display all or some of the entries:

1.
Type sh ni value1 and value2, then press [enter].
The Calling Address Substitution Table XE "Calling Address Substitution" 
The calling address substitution table substitutes a particular calling address for another calling address. It differs from the calling address substitution that is offered by the packet level in that it applies to all trunks. It is possible for you to specify up to 2000 calling addresses, each with their own substitution address. The packet level offers only one calling address substitution per trunk.

An entry in the calling address substitution table consists of a calling address and an address substitution.

Insert XE "Calling Address Substitution Table Entry, Inserting"  Command

The Insert XE "Calling Address Substitution Table Entry, Inserting"  command adds an entry to the calling address substitution table. Allowable parameters are:

· calling address is the call’s calling address,

· substitution address is the address that is to replace the calling address.

The calling addresses can be any valid X.25 address up to 17 digits in length. Also allowable in the calling address are the don’t care (?), wildcard (*), insert and delete characters. To delete the calling address in the call, enter a null string for the substitution address.

To insert an entry:

1.
Type in ca calling address sa substitution address, then press [enter].

Edit XE "Calling Address Substitution Table Entry, Editing"  Command

You can alter entries using the Edit XE "Trunk Table Entry, Editing"  command. To edit an entry’s calling address:

1.
Type ed the entry number ca and the calling address, then press [enter].

To edit an entry’s substitution address:

1
Type ed the entry number sa and the substitution address, then press [enter].
Delete XE "Calling Address Substitution Table Entry, Deleting"  Command

You can delete an entry or group of entries from the calling address substitution table using the Delete XE "Calling Address Substitution Table Entry, Deleting"  command. To delete an entry or a range of entries:

1.
Type de and a value.

2.
Type a second value if you want to delete a range of values, then press [enter].
Show Command

The Show command displays some or all of the entries in the table. To view the table:

1.
Type sh.

2.
Type value1 if you want to view a single entry.

2.
Type value2 if you want to display a range of entries.

3.
Press [enter].

Parameters Command Menu XE "Parameters Command Menu"  

The Parameters Command Menu allows the routing package’s configurable parameters to be altered. 

Hop XE "Hop Counter Value, Configuring"  Command

The Hop XE "Hop Counter Value, Configuring"  command lets you alter the hop counter value. The hop counter can be any value from 1 to 20. To alter the hop counter value:

1.
Type ho and a value, then press [enter].

Ignore PID XE "Ignore PID, Command"  Command

The Ignorepid XE "Ignore PID, Command"  command lets you include or skip the four PID characters when searching for a user data match. When it is on it allows up to eight meaningful characters to be in you data table. To set the Ignore PID command:

1.
Type ip on or off, then press [enter].

Example X.25 Configuration XE "X.25 Configuration" 
In our example, we will show you how to connect two Athena Access units as an X.25 network, and carry traffic between two X.25 devices. The routing configuration is for calls from node 1 trunk 1 to node 2 trunk 2. The figure below illustrates the setup.
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Figure 8.4: The Athena Access X.25 network.

Setting up the Routing Configuration XE "X.25 Routing Configuration, Setting Up" 
1.
Setup the NMP (for information on this, refer to chapter 4.

2.
Type co tr 1 to go from the Root Command Menu to X.25 Trunk Command Menu.

3.
Type ph to go to the Physical Command Menu.

4.
Type sh to confirm the port polarity, whether the clock is enabled and what is the baud rate.

5.
Type q to get back to the X.25 Trunk Command Menu.

6.
Type fl pa to get to the Frame Level Parameters Command Menu.

7.
Type ad dce to set the logical address and allow the unit to link up with a logical DTE.

8.
Type q to get back to the X.25 Trunk Command Menu.

9.
Type pl ch sh to show the number of logical channels. This number must match the number of channels configured on the X.25 device to which you are connecting.

Note: To delete excess channels type de and the range of channels you want to delete. To add channels type ad and the range of channels you want to add.

10.
Type q q to get back to the Root Command Menu.
Follow the steps above for each trunk you want to configure for X.25. Ensure the polarity of each trunk is opposite of the one to which you are connecting (DCE must only connect to a DTE and vice versa). You must also make sure the number of logical channels match.

The following routing configuration will allow calls starting with 9 to route from node 1 trunk 1 to node 2 trunk 2.

For region 1, node 1:

1.
Type co x2 nt in ad 9* ri 1 ni 2 from the Root Command Menu. This allows calls start with 9 to be routed to region 1 node 2.

2.
Type q to go back to the routing menu.

3.
Type tt in ni 2 tr 2. This lets calls to region 1 node 2 to exit from trunk 2.

For region 1, node 2:

4.
Type co x2 dt in ad 9* tr 2 from the Root Command Menu. This lets calls starting with 9 to route to trunk 2.
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